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HEWHBA3UBHA AHAJIU3A BE3BEJHOCTHU BEB AIIVIMKALIMJA 1P KABHUX
OPI'AHA PEITYBJIMKE CPBUJE

NON-INVASIVE SECURITY ANALYSIS OF GOVERNMENT WEB APPLICATIONS IN
THE REPUBLIC OF SERBIA

Hywman [Tanuh, @axynmem mexnuukux nayka, Hoeu Cao

Obanact - THOOPMAIIMOHA BE3BEJHOCT

Kpartak canp:kaj — Osaj pad ucmpaoicyje HeuH8aH3UHY
ananusy eeb anauxayuja y Penyonuyu Cpbuju kopucmehu
Memody 6eb ¢haza. Y3 uncnupayujy u3 60jHUX MeXHUKA
ussuharea, paszeujen je npunacohenu ee6 gazep y Go
npocpamMcKoMm jesuky koju omozyhasa eguxacny aymoma-
musayujy udenmugpuxayuje parousocmu. Cucmem yKmwy-
yyje KOMNOHEHme Kao Wmo cy KOOPOUHAMOp nociosd,
DNS u VPN cepsepu, koju omozyhasajy ckarabunnocm u
Koopounayujy 3a0amaxa. Aymomamcka obpaoa pesynima-
ma Kopucmu cmamucmuuke memooe 3a Quimpuparse u
aHanu3y nooamaxa,ca QoKycom Ha anaiusy gpexsenyuje
U eKCmpeMHUX 8peOHOCMU Y NPUKYH/bEHUM NOOAYUMA. .

Kibyune peuu: Hupopmayuona bezbedonocm, uzeuharve,
mecmuparee uHgopmayuone b6e3bedHocmu

Abstract — This paper explores a non-invasive security
analysis of web applications in Republic of Serbia using
the web fuzzing method. A customized web fuzzer was
developed in the Go programming language which was
inspired by military reconnaissance techniques, and
enabling  efficient  automation  of  vulnerability
identification. The system consists of a Job Scheduler as
well as DNS and VPN servers, which allow scalability
and task coordination. Automatic processing of results
utilizes statistical methods for filtering and analysing
data, focusing on the analysis of frequency and extreme
values in the collected data.
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1. YBOJ

HNudpopmarmona 0e30€MHOCT Ce OIHOCH Ha 3alITHUTY
uHpopManrja ¥ UHOOPMAIMOHUX CHCTEMa OJf HEOBJIAIl-
henor npucrymna, ynorpede, OTKpUBarba, OMETambha, MO/~
¢ukamyje win yHUIMITaBama. llpumapHu Qokyc je oa-
JlAHCUpana 3alITHTA TOBEPJbUBOCTH, HMHTETpUTETA U
JnoctynHocTH To3HatHja kao CIA tpujana [2].

Tloctuzame uHdpopmanmnoHe 0e30eJHOCTU CE TOCTHUXKE
yonaxaBamem pusuka [1]. Mapopmanmona 6e3demHoCT
o0yxBara pa3He TEXHHUKe, IOJIMCe U MpOLEAype Koje ce
KOpUCTEe 3a 3amTuTy uHpOpManuja W pecypca Of
pa3IMuMTHX BpCTa MPETHH, YKIbY4yjyhu kpaly rnonaraxa,

HAIIOMEHA:
Osgaj pax npoucTeKao je U3 MacTep paja 4uju MEHTOP
je 6mo np Umpe Jlennak, Banp. npod.

HeoBynamheH MpUCTYN 3amTHheHnM padyHapuMa U
Mpexama, 3JI0HaMEpHE codtBepe, COLIUjaJTHU
WHXKEWepuHr U japyre. Ilpuctyn wuH(bOpMaIoHo]
0e30e/THOCTH 4YecTo YKJbydyje KOMOWHAIHW]y TEXHUUYKHX,
OpraHU3alHOHUX W MPOLEAYPATHHX Mepa 3a 3alITUTY
nHdopmanuja u cucrema.

lueBn wucTpakuBama YKIbYUYy]y HISHTHUDUKAIU]Y U
aHamM3y KJbYYHHX  pPamHBOCTH BeO  aruiMkammja,
ayTOMaTU30BaHO  MpUKyIUbatke  uHpopMmamuja o
0e30eqHOCHOM  CTamy, eBalyanwjy  TocTojehnx
3aIITUTHUX MEXaHW3aMa, M Ha OCHOBY JOOMjeHHX
pesynrara, Tpemiarale  Mepa  3a  [00OJbIIAmE
HaIlMOHAHEe cajoep Oe30emHocT. McerpaxuBame ce
ocliarba Ha pa3Boj AUCTpuOyupaHor BeO (dazepa y o0iaKy,
u3pahjesor y Go mporpaMckoM je3uky. Metoa je
MUMIUIEMEHTUPAH KPO3 aKTUBHO M3BHDambe, MpuMemYjyhn
BeO (pa3 TEXHUKY KOja MOJpa3yMeBa ClIame BEIMKOT Opoja
HEOUYCKMBAHUX WM HeBaehnX ynmasHMX MojaTaka Ha
IUJbaHe BeO aruIuKaImje

2. IM3AJH CUCTEMA

Kipy4HEe KOMIIOHEHTE CHCTEMa YKIbYUY]y KOopOuHamopd,
paonuxe, Docker [3] xoHTejHEpe, npoxcu [4] cepepe u
VPN [5] xnujeHTe.

Job Scheduler

Worker 1 } { Worker 2 ] [ Waorker 3 ] [ Worker 4

Worker Pool
Cnuka 1. Buzyenuzayuja Hooosa y mpedicu

Ha CJIMIH 1 MMpUKa3aHe CYy KOMIIOHCHTC CUCTEMaA!

e  Koopounamop cpue cucrema, 3aayXe€HO 3a
OpKECTpalyjy M paclofely 3ajaraka Ipema

pamHUIMA.

e  Padnuyu - ciayxe Kao M3BPIIMOLM 3aJaTaxa
KOjU Cy UM  JOACJbEHH  OJ  CTpaHe
Koopounamopa.

e Docker konmejuepu - KOpucTe ce 3a U30JIAlUjy
U TOKpeTawme  crenuUuHUX  CepBHca,
yKJbydyjyhn mpokcu cepepe u PiHole DNS
cepsep.

e Ilpoxkcu cepsep - cBu HITP 3axteBu ce
npocielyjy Ha xejbeHy BeO anpecy kpo3 VPN
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KOHEKIM]y, IITO JONPHHOCH CMambelhy pHU3HKA
o] OJIOKHpama.

Koopounamop npencraBba KJbYYHH UYBOP CHCTEMA,
urpajyhu 1eHTpanHy yjory y OpKecTpalyju W AUCTPH-
Oymuju 3ajaTaka mpemMa pagHunuMa. MHcTammpaHu cy u
monemeHn cienehun emnementn: Redis cepBep [6] ce
KOPHCTH Ka0 IIGHTPaTHH CHCTEM 3a YIpaBJbame
pemoBuMa 3amaraka, oMmoryhaBajyhu cHHXpoHHM3anujy u
epuKacHy IUCTpHOYLHjy TIOCIOBa U3Mel)y pagHHKa.
Redis cmyxxu wu kao rioOamHH MexaHH3aM 3a
3aKJby4aBame, OCHI'YpaBajylin a ce WCTH 3ajaTak He
W3BpIIIaBa CUMYJTaHO Ha Buile MammHa. NFS cepBep [7]
CIIy)KH 3a JeJbeme (ajaoBa u3Mmely MammHa y MpexH,
oMoryhaBajyhm WM MNpHCTYN 3ajelHHYKHUM pecypcuMa
MoTpeOHMM 32 uW3BpLIaBame 3anataka. Docker Ha
Koopounamop  BUPTYEeNHOj  MammHA  oMoryhaBa
KOHTEJHEepH3alljy alUIMKaldja M CepBHca, YKIbYy4yjyhu
npoxcu cepBepe u VPN xinjeHTe.

Paonuyu cy HeomxogHEe KOMIIOHEHTE IUCTPUOYHMpaHOT
CHCTEMa, ca OCHOBHHM M3BpLIEHa 3aJaTaka I0JeJbeHUX
OIl CTpaHe KoopOouxnamopa. tbuxosa nmpumapHa QyHKIIHja
je oOpana u aHanuza. KibyyHa KapakTepuCTHUKE U yJore
panHuKa je M3BpHIaBa-€ 3a1aTaKa, TUME IITO aKTHBHO
pane Ha oOpaay M aHAIM3U T0/IaTaka NPUMIbEHHX O]l
koopounamopa. OHe Cy CHOCOOHE Ja IIapalieiiHO
MIPOILIECYUpajy BHUIIE 33/aTaka, YUME C€ OINTHMHU3Yje
BpeMe NMOoTpeOHO 32 KOMIUIETaH MPOLIeC aHaIIU3e.

Main Unit

Job Scheduler

| [ venepon | |

DNS

.

Redis ]

[ Worker 1 J [ Worker 2 J [ Worker 3 ] [ Worker 4 J

Worker Pool

Crnmka 2. Buzyenusayuja komyHuxayuje usmely nooosa y
mpedrcu

Pagannm octBapyjy KOMyHHKAIH]y ca KOOPOUHAMOPOM
kopuiihemeM Redis cepBepa mITO je MpUKa3aHO Ha CIAHIIN
2. Undopmanuje o HoBUM 3a1a1iuMa ce cMmelTajy y Redis
0azy on crpaHe koopounamopa, omoryhasajyhu
pamHMIMMa JAa Tpey3My M peanusyjy 3azatke. NFS
KJIHjeHT je KOHQUIypucaH Ha CBakOM paJHHUKY
omoryhaBajyhu joj mpuctym nesbeHuM (ajioBuMa Koju ce
Hamaze Ha  NFS  cepBepy  XOCTOBaHOM  Ha
KOOpOuHamopogoj BuptTyennoj mammHu. OBo omoryhasa
CIIOCOOHOCT ~CHCTeMa Ja OJpPXH KOH3HUCTEHTHOCT
nojaTaka Kpo3 BHIIE KOMIIOHGHTH M Ja YCKIaau
orepanyje u3Mel)y pazmuuntux mammHa. Bed ¢aszep je
NOKPEeHyT Ha pajHMIMMa, a Hamucan je y Go
mporpamckoM je3uky. daszep ciyxu 3a UIASHTUPHUKALH]Y
MIOTEHIIMjaJIHO PalbUBHX IIyTamka YHyTap BeO armmkanyja.
dazep mpeAcTaBibA KbYUHU alam Y npoyecy amauuse u
mecmuparea, Tpykajyhu nerajbHe wuH(pOpMAIHje O
0e30elHOCHOM  CTalky  aHalM3MpaHuX  CHCTeMa.
Ontumuzanuja neppopMaHcu poOHjeHa je yrnorpedom

HTTP "Keep Alive" [8] MexaHusma 3a IOHOBHO
kopumthete TCP/HTTP konekiuja, uume ce 3Ha4ajHO
cMamyje Kalllbemhe INPH CKEeHHpamy, jep He I0cToje
nmonoBHa TCP omaocHo TLS [9] pykoBama (eHT.

handshake). Kopucrehu Go pytuHe 3a eduxacHO
NapajenHo MpoLecupame 3aJaTraka, oOBaj NPUCTYI
OCHUTypaBa BHCOKY IIPOILyCHOCT Y3  MHHHMAIHY

moTpomky pecypca. Pazep je musajHmpan na Oyzae
CKaJaOWiIaH W JIaK 3a HWHTErpalujy y TUCTpHOyHpaHe
cHucTeMe.

Docker konmejnepu cy xopumiheHd 3a HW30JAlH]y H
nokperate npokcu u  PiHole DNS  cepsepa.
Konrejuepuzamnuja je omoryhuna epukacHO ynpaBibame
OBHM CepBHCHMa, MpYyXajyhu H30J0BaHy CpenuHy 3a
CBaKy KOMIIOHEHTY KOja OJlaKIlaBa JeIUIOjMEHT,
CKaJIaOMITHOCT W yIpaBJbame Bep3ujama. IIpokcu cepeep
UMIUTeMeHTHpaH je cepBep HITTP nocpedunuxa 3a
npocrehusarse KOjU je ToOCTaBbeH YyHyTap Docker
KoHTejHepa. OBaj mpHCTynm je OMOTyhHo CHTYpHO H
epukacHo ycmepaBame HTTPS [10] 3axTeBa npeko VPN-
a. Kopumhen je NordVPN cepsuc. Ynorpeba Dockera
omoryhuia je W30JaIHjy MPOKCH CepBepa OJf OCTaJIUX
nenoBa cucrema. PiHole DNS cepsep [11] Ttakobhe
nocraBibeH yHyTap Docker koHtejHepa. PiHole ciyxu
kao DNS xem cepep, ontummsyjyhun DNS ynure u
no6ossiasajyhu nepdopmance cucrema Tako TO CMambyje
nmotpely 3a MOHOBJBEHUM ekcTepHUM DNS 3axTeBuMa.

Ilpoxcu cepsep (GYHKUMOHHIIE Kao MOCPEIHHK H3Mehy
cuUCcTeMa W IMJbaHUX BeO aluIuKanyja, ycMepaBajyhu cBe
HTTPS 3axteBe mnpeko VPN tynena. Kopumhemem
NordVPN-a, oBa KoH(OUrypaluja 3Ha4ajHO JOMPHUHOCH
CUTYPHHjO] 1 aHOHUMHH]O] KOHEKIINjH, yMamyjyhu pu3nk
on Onokupama 3axTeBa (azepa on CTpaHe LUIbAHHX
cepBepa. Yiora ¥ 3Hayaj npoKcu cepBepa  Cy
aHOHMMHU3anMja 3axTeBa ynorpebom FVPN-a y
KOMOWHAIMjH Ca TPOKCH CEPBEPOM, 3aXTEBU IOCTAjy
TEXE MPEMO3HATIEUBY 32 IiJbaHe BeO arumkanuje. OBo je
MOCeOHO BaXHO y CICHApHjUMa The je MoTpeOHO
M3BPLIMNTH BeNMWKKW Opoj 3axTeBa 0e3 pu3MKa Of
O6noknpama 1o I[P anpecu. M30eraBame OJioKHpama
kopumhemeM nuHamMuuke npomene [P aapeca mpeko
VPN-a, cmamyje ce BepoBarHOoha na he 3axTeBm OuTH
OJOKMpaHW O] CTpaHe LWBAHHX CcepBepa, YUMe Cce
nmosehaBa yCIenHocT gha3z mporieca.

Onravmzanuja HTTP xoHeknunja

e [Jlep3ucTeHTHe KOHeKLHje: YIOTPeOOM IEpP3UCTEH-
THuX HTTP XOHEKIMja 3HAYajHO j€ CMameH
oBepxeaJ] MoBe3aH ca IOHOBHHM YCIIOCTaBJbamEM
TCP Be3a. OBO JUPEKTHO ONPUHOCH OpXKEM OJBUBY
cucrema, omoryhaBajyhmu  Opxy oOpany u
npocielhuBame 3aXTeBa Kpo3 nPOKCU CEPBEP.

e [IloBehanu JMMHTHM KOHeKLMja: I[OCTABJbABLEM
BHCOKHX JIIMHUTA 32 MaKCUMaJlaH OpOj HCTOBPEMEHHUX
koHekmmja (mo 500 KoHeKmWja 1O  XOCTY),
00e30ehyjeMo ma cucreM Moxe epHUKacHO pyKOBaTH
BeIMKNM OpojeM 3axTeBa 0e3 pu3WMKa  Of
npeonTepehema WK 3aryniema Mpexe.

e Koudurypauuja 7LS: xpo3 npmnarohaBame 7TLS
koHpurypauuje ca  InsecureSkipVerify: true,
OJlaKIllaBaMO  IIpoLleC  TeCTHpama cepBepa ca
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CaMOIOTIIUCaHUM cepTH(UKATMA WM OHHUMA KOjH
HUCY M3JaTH OJ] CTpaHe IO0y3AaHOT ayTOPUTETA.

Hda ©Oum ce mnoapxao BENUKM OpOj MCTOBPEMEHHUX
KOHEKLIMja M 3axTeBa, MallnHe cy KOH(HUrypHucaHe ca
mpuiarojeHMM  CHCTEMCKHUM  JIUIMHTHMa 3a  Opoj
oTBOpeHUX (Qajnoa (nofile) u mpoueca (nproc), Kao u ca
ONTHMH30BaHHM KepHen mapameTrpuma (sysctl.conf) 3a
0o0Jbe mepopMaHce Mpexke U CUCTEMCKHX pecypca

3. TIPOBEPA BAJIMJJTHOCTHU JOMEHA 3A TECT

3a motpebe Tectupama ogabpan je PHUJIC-0oB nokymMeHT
“Cnmcak 10MeHa pe3epBHCAHMX 32 MOTpede APKABHUX
oprana u opranm3anmja” xopunrheH kao rmouyetHa 0Oaza
3a u3pany Tect ckyma [Ipeyser je ca PHU/C-a. [12]
JlokyMeHT je y TpeHyTKy mucama paga Baxehw, a
myonukoBan je 24. 10. 2016. OOpagom ajna,
SNMMUHANIAjOM TYTUTHKATa JOIDIH cMo 10 mmdpe ox 1937
JIOMEHa 3a CKeHHpame. 3a moTpede OBOT pana, ako je
Tectupan abs.rs cucteM je yHeo cienehe URL-ose 3a
TecTupame: http://test.rs, https://test.rs, http://www.test.rs,
https://www.test.rs .

Tun DpeKkBeHIHja IIpouenat
Jlo6pu X0cTOBH 226 2.92%
Jlotm xocToBH 7522 97.08%

VYkynHo 7748 100.00%

Tabena 1. Ilpuxas obpade sanuonocmu domeHa u3
PHUJIC-060¢2 ¢ajna

Y mwpy unmhema W JeTepMUHAIUjEe KOjU CYy TO
HCIIPaBHU JIOMEHH 3a CKEH, 3a je[aH JIOMEH TpaBJbeHa Cy
4 yuoca, 1937 * 4 je 7748. CBe TO je NMPOMYIITEHO KPO3
cucteM paau Bamuaanuje DNS-oM 1a U XOCT MOCTOjH,
anu fa nu xoct oxarosapa Ha HTTP omnocno HTTPS
3axTeBe. HakoH oOpaze ymasHor dajma, Y nasem
UCTPaKHUBAY Ka0 (DUHAIHU TIOYETHU CKYI KOpuctuheMo
CBe JI00pe XOCTOBE, OTHOCHO 226 yHOCa.

4. AYTOMATCKA OBPAJIA PE3YJITATA

Hu/b oBOT eKCIEPHMEHTa je a ce ayTOMAaTCKH oOpaie
pe3ynTatu fobujeHu (a3 TecTupameM Bed atuiiKaIygje, ca
(¢oKycoM Ha eTUMHHAIM]Yy IIyMa Yy @oJanuMa u
AICHTU(UKOBAKE PEICBAHTHUX HH(pOpMAIHja.

MeToaoM MHOIITBA yNUTa Ka LWJbaHO] BEO arIMKaIiju
HanpaB/beHO je ykynHo 4388 3axrteBa. Pesymratu cy
6enexenu y cinenchem dopmary:

URL
Benuuuna onrosopa (y 6ajToBuma)
Bpoj nmunuja y temy oarosopa
HTTP craryc xox

e Bpoj pean y Temy onrosopa
IIpumep:

[{
"url": "htts://www.[ YKIIOIbEHO].rs/sitemap",

"size": 54332,

"lines": 859,
"statusCode": 200,
"words": 2700

}s

{

"url": "https://www.[
YKIIOWBEHO].rs/newsletter",
"size": 124281,
"lines": 2461,
"statusCode": 200,
"words": 7099
}s
{
"url": "htts://www.[
YKIIOWBEHO].rs/phpinfo.php",
"size": 117454,
"lines": 1484,
"statusCode": 200,
"words": 5963
}s

«.. OCTAJIA PE3YyJITATH ...

]

Cmmka 3. Ilooayu ca wymom

YnorpeboM craTHCTHUKe aHaigm3e (a3 pesyirara
omoryheHa je emMMHHAIMja IIymMa y momaruMa. HakoH
3aBpIIEHOr TEeCTa HEKOr XOCTa, aHalu3hpa ce
¢pexBeHnuja pesynrara nodumjeHux (az ymurom. Y
OKBHPY OBOT MCTpa)XKHBama, CIIPOBeJIeH je (a3 mpouec y
KoMe je ynyheH Beiuku O6poj 3axTeBa npema IJbaHoj BeO
aIUIMKAIWjH. Y CBPXY aHaJH3e, CHUMJbCHHU Cy Pe3yJITaTd
cBUX ymylieHHX 3axTeBa, KOjU Cy C€ MOTOM MOABPIIIA
Iajkoj obOpaan. MehyTuMm, y TIOYETHHM CKyIOBHMa
mojaTaka OWIIO je TMPHCYTHO JOCTa IIIymMa, OJHOCHO
nHpOpMaIrja Koje HICY 3HadajHe 3a Jasby aHanmn3y. Kako
0u ce M3BYKIIC pPeJICBaHTHE HH(POPMAIIHje, TPUMEHEHE CY
cienehe METo/ie CTaTHCTHYKE aHAN3e:

AHanu3a (pexBeHUHUje NOjaB/bHBaKa BPEIHOCTH
MeTPHMKA: aHanu3upaHe cy (peKkBeHIMje I0jaBJbHBabA
BeJIMYMHE oAroBopa, Opoja nuuuja, HTTP craryc xonosa
u Opoja peuyn y Teay OATrOBOpa Ha CBAKOj IOjeIMHAYHO]
cTpanniy. Ha ocHOBY moOujeHux mopataka, uspalheHo je
CTaTHCTUYKO 3BOHO KOje TMpHKa3yje OUCTPUOYIH)Y
BPEIHOCTH 33 CBAKYy METPHKY.

Wnentuduxanuja eKCTpeMHHX BpPEIHOCTH: HAKOH
aHalM3e IUCTPUOYyIHje, UICHTU()UKOBAHE CY EKCTPEMHE
BPEIHOCTH, OHE KOje 3HAYajHO OJICTYIIAjy Ol MeIHjaHe, 3a
CBaKy IMoOje[JMHAYHY METPHUKY. 3a JEeTEKIH]y eKCTpeMa
kopuitheHa je craHmapaHa AeBujanuja. Kpurepujym 3a
onpehuBame eKCTPEeMHUX BpeAHOCTH Ono je X<p—26 3a
CBAaKy METPUKY.

HakoH nHHMIMjajHe aHau3e, eKCTpeMHE BPEAHOCTH CY
TpeTHpaHe Kao 3HauajHe HMHQOpManuje, JOK Cy ocTaie
BPEAHOCTH TPETUpPaHE Kao IIyM. AKO je HEKH pe3ynTaT
OO0  BPEOHOCT eKcTpeMa 3a Omwio  Kojy of
aHAM3UPAHUX METpHKa (BeMWYWHA OXATrOBOpa, Opoj
muanja, HTTP cratyc xom, Opoj peun), Taj pe3yirar je
O3HAUeH Kao LIyM M YKIOKCH U3 JaJbe aHAU3e.

[Tpumep pesynraTa HAKOH GUIATPHpamA:
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"results": [
{ "url": "https://www.[ REDACTED ].rs/newsletter" },
"url": "htts://www.[ REDACTED ].rs/phpinfo.php"

5
{ "url": "htts://www.[ REDACTED ].rs/sitemap" },

Cnuxka 4. [lodayu ouuwhenu 00 wyma

Ha cmuum 4. Buzme ce ayromarcku oOpaheHn mopaim,
ounmhenn on mryma. Ha oBaj HaumH, e(dexkTHBHO je
eNMMUHHCAH IyM W3 IOoJaTaka, IITO je OMoryhmio
(boKycupame Ha pelieBaHTHE pe3yJITare 3a JaJby aHAIU3Y.

Pesyarar mocne Quirpupama, je ga je YKymaH Opoj
perneBaHTHHX pe3yaTaTa cMameH ca 4388 Ha 14, ox uera
Cy TIpeocTajy pe3yiTraTH HWMaiu 3HatHO Behu Opoj
MMOHABJbAKa Yy OJHOCY Ha Meawjany. OBaj mporec je
3HAYQJHO CMAambHO KOMMYHMHY IOJaTaka KOjH 3aXTeBajy
JlaJby MaXiy W aHanu3y, JOK je UcToBpeMeHo moBehaHa
BepoBaTHONA PEIEBAHTHOCTH MPEOCTANNX T10/IaTaKa.

4. 3AKJbYYAK

OBa cryawja Harnamasa 3Ha4aj W eQHUKAcHOCT BeO
(¢asuaTa KAa0 MeTome 3a OTKpHBame mocTojehux
pamUBOCTH, ald HCTO TakKo0 HCTHYEe NOTpedy 3a
npoumpemeM oricera ananuie. KoHtuHynpano npaheme
U axypupame 0e30eTHOCHUX KOH(HTypaluja, 3ajeJHO ca
CTPUKTHUM KOHTpOJIaMa NpHUCTyNa, KJbYYHH CYy 3a
CMamkeHhe pHU3MKAa OJf HEeayTOPH30BAaHOT IpHCTYNa |
n3jarama OcCeT/bMBUX WH(opMmanuja. MmmiemeHTupanu
Cy ayTOMaTHM30BaHU ajlaTH 3a CKCHUpPAmhEe W aHAIH3Yy
HTTP oproBopa ca LMJbEM OTKpHBamkba HEHaMEPHO
OTBOPEHMX  IyTalbW  MporpaMaOMiIHOT  HHTepdejca
aTuTMKaIfje Koje MOTY TPE/ICTaBIbaT CUTYPHOCHH PHU3HK.
@opmynncaHe cy Ipenopyke 3a HMMIUIEMEHTAILH]y
e(hMKacHUX MeXaHW3aMa 3allTUTEe W yOlakaBama pU3HKa
NOBE3aHUX C HEHaMepHO OTBOPEHUM  IyTambama
nporpama0buiaHor uHrepdejca ammmkanuje, ykbydyjyhu
no0oJbllIaHy KOHTPOJY MPUCTYNa W KOHPHUrYparujy
CUTYPHOCTH.

Bynyhu pag 6m morao na ykibyuu (okyc Ha BeO (a3
yCcMepeH Ha TOAJOMEHE, OJHOCHO HCTPaXKHUBambe
JWTHTAJHUX HMOBHMHA jemHe opraHusaimje. HakoH
naeHTH(UKanMje MMOBHHE, Morio Om ce mpehm Ha
KOHTHHYUPAHU cUCTeM (aza y oApeeHOM BpEeMEHCKOM
naTepBary. OBaj mpuctynm 6m omoryhmo ny0spe
pasymeBame CTPYKType U MOTEHIMjaHUX CIab0CTH
YHyTap JAWTUTAIHOI MPOCTOpa OpraHM3alydja, YuMe ce
noBehaBa e(pUKACHOCT y OTKpHBamby M YyOJaKaBamy
pambUBOCTH. I/ICTpa)KI/IBaH)e JUTHTATHUX UMOBHUHA IIPYyXKa
TEMCJbaH YBUA Y KOMIUICKCHOCT W MIHUPUHY Be6
MpUCycTBa opraHuzaiyje, 4ecTo oTkpuBajyhu
3a00paBjbeHE CErMEHTE KOjU MOTy TPE/ICTaBJbaTH
6e30eHOCHE pu3uKe. 3a00paBjbeHE AUTUTATHE UMOBHHE
(err. Shadow IT) y MHOTUM cilyyajeBUMa IpeNCTaBIbajy
KPUTHYHE CErMEHTe CHCTeMa, jep Cy TO 4YecTo
HEOJ[p>KaBaHH CepBEpH M BeO aruTHKAIHje ca 3acTapernM
cotBepom. KonTHHyHpanu cucteM Qasza Ha OTKPUBESHUM
MONOMEHNMa ¥ JWTHUTATHOj WMOBHHH oMoryhasa
CHCTEMAaTHYHO OTKPHBaWbE pPABHBOCTH, KOjeé MOTY
npou3ahu M3 KOHGHUIYPALUjCKUX Tpeliaka, 3acTapesior

coprBepa, wiIM Yak
JUTUTAITHUM peCypcHuMma.

HENAXHe IPU  YIpaBbamby

Osum ucmpadicusaroem HANPas/LeHu €y 3HAYAJHU KOpayu
3a  yHanpelherwe uHopmayuone 0OezbeoHOCmMU  HA
HAYUOHATHOM HUBOY, NOOU3AIbEe CEECTHU O BANCHOCHIU
cajoep bezbeoHocmu u Kpeuparse cueypHuje2 OUeUmainoz
OKpYJIcera.
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